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1
Rationale and Proposal

The current architecture does not allow the client NF to discover and select the right UDR instance when multiple UDR instances are deployed. It requires the client NF to discover/select based on trial and error or manual configuration. For instance, if NEF needs to discover a UDR that store exposure data, it may receive several UDR instances (including the ones that store pure subscription data and/or policy data only). NEF will have to randomly select a UDR, this may or may not be correct.

Possible solutions to solve this:

1) Define separate DB for different purpose. So, the discovery results with the right NF type will automatically help with the discovery.

2) Define separate services for different purpose. Again, the discovery results can help requester select the right NF based on NF services supported.
3) Define Discovery solution using Data Set ID as the Data Set ID is expected to be unique for different kinds of data – subscription, policy, exposure data. Following was agreed for UDR services:
Three different Data Set Identifiers shall be considered in this release: Subscription Data, Policy Data and Data for Exposure. The set of Data Set Identifiers shall be extensible to cater for new identifiers as well as for operator specific identifiers and related data to be consumed.
Although solution options #1, #2 would make this problem be solved easily with existing discovery procedure, solution option #3 is proposed since #1, #2 received resistance from some companies.

Proposal 1: It is proposed to introduce Solution to enable UDR discovery dynamically.

Last meeting it was agreed that Nudr is an intra PLMN interface:

- The Unified Data Repository is located in the same PLMN as the NF service consumers storing in and retrieving data from it using Nudr. Nudr is an intra-PLMN interface.
However, Data Storage Architecture section states authorization is based on roaming agreement granularity:

· Each NF service consumer accessing the UDR, via Nudr, shall be able to add, modify, update or delete only the data it is authorised to change. This authorisation shall be performed by the UDR on a per data set and NF service consumer basis and potentially on a per UE, subscription and/or roaming agreement granularity.
Thus, it is misaligned to the agreement and needs to be fixed.

Proposal 2: Remove “roaming agreement” granularity from authorization.

2
Proposed modification

It is proposed to modify TS 23.501 as follows:

* * * * Start Change * * *.*
4.2.5
Data Storage architectures

As depicted in Figure 4.2.5-1, the 5G System architecture allows any NF to store and retrieve its unstructured data into/from a UDSF (e.g. UE contexts). The UDSF belongs to the same PLMN where the network function is located. CP NFs may share a UDSF for storing their respective unstructured data or may each have their own UDSF (e.g. a UDSF may be located close to the respective NF).


[image: image1.emf]N18/Nudsf Any NF UDSF


Figure 4.2.5-1: Data storage architecture for unstructured data from any NF

NOTE 1:
3GPP will specify (possibly by referencing) the N18/Nudsf interface.

As depicted in Figure 4.2.5-2, the 5G System architecture allows the UDM, PCF and NEF to store data in the UDR, including subscription data and policy data by UDM and PCF, structured data for exposure and application data (including Packet Flow Descriptions (PFDs) for application detection, application request information for multiple UEs) by the NEF. UDR can be deployed in each PLMN and it can serve different functions as follows:
-
UDR accessed by the NEF belongs to the same PLMN where the NEF is located.

-
UDR accessed by the UDM belongs to the same PLMN where the UDM is located if UDM supports a split architecture.

-
UDR accessed by the PCF belongs to the same PLMN where the PCF is located.

NOTE 2:
The UDR deployed in each PLMN can store application data for roaming subscribers.
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Figure 4.2.5-2: Data storage architecture

NOTE 3:
There can be multiple UDRs deployed in the network, each of which can accommodate different data sets or subsets, (e.g. subscription data, subscription policy data, data for exposure, application data) and/or serve different sets of NFs. Deployments where a UDR serves a single NF and stores its data, and, thus, can be integrated with this NF, can be possible..
NOTE 4: The internal structure of the UDR in figure 4.2.5-2 is shown for information only.
The Nudr interface is defined for the network functions, such as UDM, PCF and NEF, to access a particular set of the data stored and to read, update (including add, modify), delete, and subscribe to notification of relevant data changes in the UDR. 
Each NF service consumer accessing the UDR, via Nudr, shall be able to add, modify, update or delete only the data it is authorised to change. This authorisation shall be performed by the UDR on a per data set and NF service consumer basis and potentially on a per UE, subscription granularity.

The following data in the UDR sets exposed via Nudr to the respective NF service consumer and stored shall be standardized:
-
Subscription Data,

-
Policy Data,

-
Structured Data for exposure,

-
application request information for multiple UEs (as defined in clause 5.6.7).

Editor's note:
Relevant reference in 5G specification, for each data set, needs to be provided.
Editor's note:
Application data set is FFS.
The content and format/encoding of the 3GPP defined information elements exposed by the data sets shall be standardized.

In addition, it shall be possible to access operator specific data sets by the consumers from the UDR as well as operator specific data for each specific data set, The content and format/encoding of these data or data sets is not subject for standardization.

NOTE 5:
The organization of the different data stored in the UDR is not to be standardized.
* * * * Next Change * * *.*
6.3.9
UDR discovery
The NF consumer performs UDR discovery to discover the correct UDR that manages the corresponding data in the local PLMN.

The UDR discovery function in the NF Consumer (e.g. UDM, PCF, NEF) shall utilize the NRF to discover the UDR instance(s) unless UDR information is available by other means, e.g. locally configured on NF consumers and select an UDR instance based on the obtained UDR information. The UDR discovery function in NF consumers is applicable to both 3GPP access and non-3GPP access.

The following parameters shall be considered for UDR discovery:

-
Range of SUPI or GPSI/External Group Identifier.
-
Data Set Identifier
* * * * End Change * * *.*
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